
Suspicion that
something is amiss

INCIDENT RESPONSE PROCESS
(for viruses, see Virus Response Process)

OBJECTIVE:  Achieve high effectiveness and efficiency in incident response, and
         enlighten all affected parties to enable better risk mitigation.
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*  See notes on back

** An initial response plan
   should be implemented
   within 4 hours of the
   initial suspicion
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